Editing Policies: Creating and Formatting Numbered & Bulleted Lists

Most of the policies within CU PolicyPro use extensive numbering and sub-numbering.

Note: This section of the User’s Guide outlines how to apply and format numbered lists. The exact same
method is used for applying and formatting bulleted lists. The only difference is the icon used to choose if
numbered list or bullet style should be used. All screen shots show numbered list formatting. There are no
separate text explanation or screen shots for bulleted lists.

Applying Numbered Lists to Paragraph Text

1. To use the numbering function, highlight the text to be put into a list and click the numbering icon.
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Guidelines:

POLICY AND PROGRAM RESPONSIH

=151 JResponsibility. This Informati. . Policy ("Policy”) and any recommended changes shall be approved by the Board of Direclors ("Board™). The Board ma;
[delegate its oversight responsibility to a Board Committee. The Board will appoint a [[4120-1]] for the Credit Union on an [[4120-2]] basis.

IManagement Responsibility. Credit Union Management ("Management”) through an Information Security Committee ("Committee™) will be responsible for the
[development. implementation. and maintenance of the Credit Union's Information Security Program ("Program™) and may assign these responsibilities.

ASSESSMENT OF RISK. From time to time, but at least once every 12 months, Management will identify and assess the risks that may threaten the security,
confidentiality, or integrity of the Credit Union’s information systems, and determine the sensitivity of member information and the internal and external threats to its
integrity. Management will evaluate and adjust its risk assessment on a periodic basis and in light of any relevant changes in technology; changes in internal and
lexternal threats; changes in the member base adopling electronic banking; changes in member functionality offered through electronic banking; and actual incidents of
lsecurity breaches, identity theft, or fraud experienced by the Credit Union or industry.

G LR ENea ST D fedel ()15 {e] B, Management will conduct an initial and ongoing risk management analysis of its controls, policies, and procedures to proactively
prevent, detect and respond to all identified risks and intrusions that may occur. The scope of the risk management analysis will cover, physical facilities controls,

Creating a Sublist in an Existing Numbered List

1. Numbered list formatting must already be applied to the content in order to create a sublist.

2. To create a sub-list, highlight the text that should be indented, and use the “Block Indentation” icon.
Tip: when highlighting, only a portion of the text in the last line needs to be highlighted. If the entire last
line of text is highlighted and the block indentation is not working, try highlighting only a portion of the
last sentence.
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§ regarding the safeguarding of member information.

Guidelines:

1. POLICY AND PROGRAM RESPONSIBILITY.

FABoard Responsibility. This Information Security Policy ("Policy”) and any recommended changes shall be approved by the Board of Directors ("Board™).
Board may delegate its oversight responsibility to a Board Committee. The Board will appoint a [[4120-1]] for the Credit Union on an [[4120-2]] basis.
<MManagement Responsibility. Credit Union Management ("Management”) through an Information Security Committee ("Committee™) will be responsible for the

eV E S DGR NG and maintenance of the Credit Union's Information Security Program ("Program”) and may assign these responsibilities.
4. ASSESSMENT OF RISK. From time to time, but at least once every 12 months, Management will identify and assess the risks that may threaten the security,

confidentiality, or integrity of the Credit Union's information systems, and determine the sensitivity of member information and the internal and external threats to
its integrity. Management will evaluate and adjust its risk assessment on a periodic basis and in light of any relevant changes in technology; changes in internal
and external threats; changes in the member base adopting electronic banking; changes in member functionality offered through electronic banking; and actual
incidents of security breaches, identity theft, or fraud experienced by the Credit Union or industry.

5. RISK MANAGEMENT AND CONTROLS. Management will conduct an initial and ongoing risk management analysis of its controls, policies, and procedures to
proactively prevent, detect and respond to all identified risks and intrusions that may occur. The scope of the risk management analysis will cover, physical
facilities controls, access controls, internal controls, ongoing monitoring of risk and controls, an intrusion response plan, and a disaster recovery plan.




3. By default, the sublist will have the same numbering structure as its parent list.

Storage. M;nuﬂ.l Library . Home.
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748} (the "Guidelines”) and all other applicable laws and regulations regarding the safeguarding of member information.

-

The sublist has
the same

formatting as
h li Management Responsibility. Credit Union Manag ement”) through an Information Security Committee ("Committee™) will be responsible
the parent list R A RSB and maintenance of the Credit Union's Information Security Program ("Program’) and may assign these
style. responsibilities.
2. ASSESSMENT OF RISK. From time to time, but at least once every 12 months, Management will identify and assess the risks that may threaten the security,

1. POLICY AND PROGRAM RE SPONSIBILITY.
Board Responsibility. This Information Security Policy ("Policy”) and any recommended changes shall be approved by the Board of Directors ("Board”).
he Board may delegate its oversight responsibility to a Board Committee. The Board will appoint a [[4120-1]] for the Credit Union on an [[4120-2]]

confidentiality, or integrity of the Credit Union’s information systems, and determine the sensitivity of member information and the internal and external threats to
its integrity. Management will evaluate and adjust its risk assessment on a periodic basis and in light of any relevant changes in technology; changes in internal
and external threats; changes in the member base adopting electronic banking; changes in member functionality offered through electronic banking; and actual
incidents of security breaches, identity theft, or fraud experienced by the Credit Union or industry.

3. RISK MANAGEMENT AND CONTROLS. Management will conduct an initial and ongoing risk management analysis of its controls, policies, and procedures to
proactively prevent, detect and respond to all identified risks and intrusions that may occur. The scope of the risk management analysis will cover, physical
facilities controls, access controls, internal confrols, ongoing monitoring of risk and controls, an intrusion response plan, and a disaster recovery plan.

4. To change the style of the numbered list, right click on the highlighted text, and choose “Numbered List
Properties”.

Guidelines:

1. POLICY AND PROGRAM RESPONSIBILITY.

i Board Responsibility. This Information Security Policy ("Poli
e Board may delegate its oversight responsibility to a Bo:
2. # Union Management (7

forthe g 46 Cut n, and maintenance of t

respons
2 ASSESSMENT — C°P

confidentiality,

but atleast once every
4 Paste n's information systemg
its integrity. Ma djustits risk assessm
and external th r base adopting electr
incidents of security breaches, identity theft, or fraud experienced b

5. A dialog box will pop up with several different numbering styles to choose from (in a dropdown list).

6. Choose the style you prefer from the dropdown list. Click OK to apply the selected style to the sublist. You can
also use this dialog box to start the numbering or sub-numbering at a particular number.

Numbered List Properties B

Start Type
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Lowercase Letters
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Double Spacing Iltems in a Numbered List
The model policies are double spaced to make reading the policies a bit easier. However, by default, the CU
PolicyPro system will single space each item in a numbered list.

The following steps are the best practice method for creating double spaced lines in a numbered list. It is
recommended to take care of spacing last, after all content is in the numbered list, with each item in the correct
position and correctly formatted.

1. Place your cursor at the end of the first item that is single spaced.

2. Hold the SHIFT key as you press ENTER (SHIFT+ENTER). This will drop the cursor down one line without
creating a new item in the numbered list, effectively creating a double space.

3. Use the space bar to add a “space” in the newly created line break. Some printers will not recognize the
SHIFT+ENTER code and will remove the double spacing during printing. The “space” character acts as a place
holder, making the spacing appear as expected.

Adding New Items into an Existing Numbered List
This section describes the best practice method for adding new content to an existing numbered list. More detailed
information on formatting and spacing is available in the sections immediately preceding this one.

While many methods can be used to create a numbered list, following the order of operations below to add a new item
into an existing numbered list will provide the best result.
1. Place your cursor at the end of the previous item within the existing numbered list.

2. Click ENTER, which will create a new item in the numbered list. It may not yet be in the correct position or may
not have the correct numbering style or spacing — this is OK.

3. Type (or paste) the text for the new item. If pasting, it is recommend to paste as plain text.

4. If necessary, position the new numbered list item using the “Block Indentation” icons.
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a. If the item should be in a sublist position (needs to indent to the right), use the “Block Indentation” icon with
the right arrow (increase indent).

b. If the item should be in a parent position (needs to outdent to the left), use the “Block Indentation” icon with
the left arrow (decrease indent). The left “Block Indentation” icon can be used more than once if the item
needs to move to a farther left position.

c. Iftheitem is in the correct position, move on to Step 5.

5. Format the new item if necessary. If you have moved the new item as a sub item (moved it right), the system will
give it the same format as the parent. See page 23-24, items 3-6 for more information on how to format a sublist
item.

6. Add spacing as needed. See above for information on spacing items within a numbered list.



